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I. INTRODUCTION 

Imagine that police arrive at your door and hand you a valid search 
warrant.  Officers enter your home and start grabbing documents, hard drives, 
computers, and your beloved smart phone.  Officers request your cell phone 
passcode, and you refuse to give it.  Depending on the state or jurisdiction 
you live in, not only would you have to hand over your phone, but you could 
also be ordered by a judge to provide your phone passcode, essentially 
assisting the government in your own prosecution. 

The compelled disclosure of a cell phone passcode violates an 
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In State v. Andrews, the New Jersey Supreme Court held that “neither 
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for law enforcement and prosecutors to obtain the incriminating evidence 
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passcode.  This raises critical issues under the Fifth Amendment’s 
constitutional protection of an individual’s right against self-incrimination. 

B. The Fifth Amendment Self-Incrimination Clause  

In accordance with the Fifth Amendment self-incrimination clause, 
“[n]o person . . . shall be compelled in any criminal case to be a witness 
against himself.”12  The privilege can be asserted in any civil or criminal 
proceeding or investigation to protect information that a person “reasonably 
believes could be used in a criminal prosecution or could lead to other 
evidence that might be so used.”13  Importantly, the U.S. Supreme Court has 
held that the Fifth Amendment privilege “protects the innocent as well as the 
guilty.”14  In other words, there is no requirement that the defendant must be 
guilty or have something to hide, to assert their Fifth Amendment privilege.  
Instead, the accused may assert the privilege for any information he believes 
could be used against him or lead to evidence that might be used against him 
in a criminal proceeding.15 

The government bears the burden to produce evidence against an 
accused rather than compelling the individual to provide it.16  The 
consequence of the Fifth Amendment, according to the Supreme Court, is 
that if the state “proposes to convict and punish an individual [it must] 
produce the evidence against him by the independent labor of its officers, not 
by the simple, cruel expedient of forcing it from his own lips.”17 

The suspect’s ability to invoke the privilege depends on the nature of the 
statement and the likelihood of the statement to expose the suspect.18  In 
Schmerber v. California, the Supreme Court held that the Fifth Amendment 
only protects an accused against testimonial or communicative compulsion.19  
To assert Fifth Amendment privilege, the communication must be 
testimonial, incriminating, and compelled.20 

When a suspect is subpoenaed, or the court grants a motion to compel, 
the suspect’s subsequent testimony is clearly compelled.  Therefore, 
“compelled” testimony is generally not an issue in Fifth Amendment cases.  
Regarding the “incriminating” prong, the Court has stated that the Fifth 
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Amendment protects testimony that “would furnish a link in the chain of 
evidence needed to prosecute.”21  Therefore, the privilege protects any 
compelled testimony, even if not inherently incriminating itself, but could 
lead to incriminating evidence against an individual.22 

In many Fifth Amendment cases, the issue is whether the defendant’s 
communication or act is a “testimonial communication,” and thus qualifies 
for protection.  Cases involving the supplying of a cell phone passcode are 
not an exception and can hinge on whether the disclosure of the passcode 
qualifies as a “testimonial communication.” 

1. Testimonial Communications 

The Supreme Court has struggled to clearly define what qualifies as 
testimonial communication, but it has offered some guidance: “in order to be 
testimonial, an accused’s communication must itself, explicitly or implicitly, 
relate a factual assertion or disclose information.  Only then is a person 
compelled to be a ‘witness’ against himself.”23 

To qualify as testimonial communication, an individual must disclose 
the contents of his own mind.24  Further, “‘[t]he vast majority of verbal 
statements thus will be testimonial’” because a verbal statement will usually 
convey information or assert facts.25  The statement is testimonial when a 
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in response to a government subpoena because the act of producing the 
records itself could be incriminating.30  Some courts have applied the act of 
production and “foregone conclusion doctrine” in cases involving compelled 
passcode disclosure, while others have not.31  The foregone conclusion 
doctrine is a limited exception to the Fifth Amendment privilege aga
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being compelled to turn over the phone passcode was not testimonial.49  The 
appellate division affirmed, reasoning that although the act of producing 
information may be testimonial, the Fifth Amendment affords no protection 
to a defendant when the act of producing that evidence is a foregone 
conclusion.50  The court held that the state had proven that the defendant 
owned, possessed, and controlled the evidence, satisfying the foregone 
conclusion exception.51  The New Jersey Supreme Court affirmed and held 
that the act of producing the iPhone passcodes was testimonial because 
compelling its disclosure implied an assertion of fact, but the foregone 
conclusion exception applied.52  Therefore, the defendant was n
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However, other courts have reached different conclusions.  In G.A.Q.L. 
v. State, decided two years after Stahl in a different Florida appellate district, 
the court held that the compelled disclosure of a cellphone passcode is a 
testimonial communication.60  The court reasoned that the foregone 
conclusion doctrine was not satisfied because the state could not show with 
“reasonable particularity” anything beyond the fact that the passcode 
existed.61  The court found that the state “incorrectly focused on the passcode 
as the target of the foregone conclusion exception rather than the data 
shielded by the passcode.”  The Fourth District stated that the Second 
District’s analysis in Stahl, which focused on the passcode, was flawed.62 

In People v. Spicer, the police found cocaine in the defendant’s vehicle 
after they pulled over the vehicle he was traveling in.63  The police seized the 
defendant’s phone, and the court issued a search warrant.64  The cell phone 
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factual assertion and discloses information, such as the fact that the code is 
1-2-3-4. 

Disclosing a cell phone passcode is like revealing “the combination to 
[a] wall safe”72—not like being “forced to surrender a key to a strongbox.”73  
Handing over a key has clear physical characteristics, and as such has been 
found by the Court to be afforded less protection.  Physically handing over a 
key does not compel a defendant to disclose the contents of her mind.  
However, verbal disclosure of a cell phone passcode is the purest form of 
testimony and is akin to providing the combination to a wall safe.  Therefore, 
because the disclosure of a cell phone passcode is testimonial, incriminating, 
and compelled, it is entitled to full protection under the Fifth Amendment. 

2. The Foregone Conclusion Exception Does Not Apply to Passcode 
Production Cases 

The compelled disclosure of a cell phone passcode simply does not 
trigger the outdated Fisher foregone conclusion exception.  In Fisher, the 
government compelled the defendant to produce physical documentation, 
which triggered the “act of production” analysis, where Fifth Amendment 
protection is afforded to the act of document production has testimonial 
aspects.  The forgone conclusion doctrine is an exception to the act of 
production if it is a “foregone conclusion” as to the existence, possession, 
and authenticity of the documents in question.  This exception does not apply 
in a password disclosure case when the government compels pure testimony 
(a passcode) coming directly from the defendant.  When the government 
seeks new information from the defendant to get access to the cell phone’s 
contents, it does so to build a criminal case against that defendant.  The 
government is not simply asking the defendant to produce known pre-
existing documents, which was a crucial factor in Fisher.74  Therefore, the 
act of production and the foregone conclusion exception are inapplicable in 
passcode disclosure cases. 

In passcode production cases, the applicable law pertains to physical 
documents (i.e., the tax documents in Fisher).  Forcing a defendant to 
produce physical documents is one thing. 
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a passcode or not. To ensure uniformity, courts must not overcomplicate the 
issue.  Since prosecutors and law enforcement are seeking evidence that is 
compelled, incriminating, and testimonial, the Fifth Amendment clearly 
affords an individual protection from this type of government overreach and 
a suspect cannot be compelled to furnish evidence that can be used against 
him in a criminal prosecution. 

The burden must remain with the government to keep up with 
technological advances when executing search warrants.  The government’s 
inability to gather independent evidence is insufficient to justify the 
trampling of constitutional rights.  Whether or not the government has the 
potential to break into a locked phone is unknown and remains in flux.  The 
challenge here is the attempting to define constitutional protections in today’s 
technologically advanced society.  The government’s objectives must be 
balanced with individual privacy and liberty.  This is not a simple task, 
especially without clear guidance from the Supreme Court.  However, when 
in doubt, judicial interpretation must err on the side of protecting an 
individual’s constitutional 


