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grows every day, an individual’s private information is uploaded, collected, 
and uncovered. In 2020, more than half of the world’s population, 4.57 
billion people, actively use the internet.1 Every day, 2.5 quintillion bytes of 
data are created and 5 billion searches are conducted.2 Additionally, 77% of 
the searches are conducted on Google and Google processes 40,000 searches 
every second.3 Individuals are also constantly sharing information on social 
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personal data must be removed.13 In an effort to provide a more uniform 
application of the law to all Member States, the EU adopted the General Data 
Protection Regulation (Regulation (EU) 2016/679) (GDPR) in 2016.14 
Finally, in a more recent case, the CJEU limited the scope of the right to be 
forgotten. By understanding the EU’s current standard and evolution, the 
need for a more comprehensive and uniform law and criteria becomes 
apparent if the EU were to ever order removal of data on a global scale. 

A. The Directive of 1995 

The purpose of the Directive was for the Member States to protect “the 
fundamental rights and freedoms of natural persons and, in particular, their 
right to privacy with respect to the processing of personal data.”15 It also 
concerned the free movement of such data.16 The Directive defined personal 
data as any information relating to an identified or identifiable natural 
person.17 It further defined personal data to include name, photo, email 
address, phone number, address, and personal identification numbers.18 The 
Directive did not require an organization to maintain an inventory of personal 
information or report a breach, and the fines for noncompliance varied by 
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controllers because they collect data within the meaning of the Directive.32 
Further, search engines are responsible for personal data which appear on the 
web pages published by third parties.33 The decision meant that individuals 
could request that the search engines remove a link from the list of results in 
the search.34 

The CJEU further provided a guide for Google to use when individuals 
requested the removal of personal data.35 The CJEU held that even lawful 
and accurate data may become incompatible with the Directive where “the 
data appear to be inadequate, irrelevant or no longer relevant, or excessive in 
relation to the purposes for which they were processed and in the light of the 
time that has elapsed.”36 The decision provided a new standard for 
“forgetting” personal data; if the data appeared to be “inadequate” or 
“irrelevant,” the individual could request that Google remove the link from 
the list of results. The decision by the CJEU also provided that delisting may 
occur even “when the information causes no prejudice to the individual… 
when the information is true… and when the web pages are published 
lawfully.”37 Further, data protection rights override internet users’ interest in 
assessing the information.38 

The Google Spain case also required Google to comply with delisting 
requests.39 Failure to remove a valid request would “be a breach of the 
company’s duties under the Data Protection Directive and expose the 
company to fines.”40 The case entitled individuals whose requests were 
denied to seek review before the supervisory authority or the judicial 
authority to ensure Google’s accountability; specifically, “that it carries out 
the necessary checks and orders the controller to take specific measures 
accordingly.”41 After this decision and in an effort to comply with the court’s 
ruling, Google created a system that allowed its users to request the removal 
of their data from Google’s search engine. Given the continuous internet 
advancement and data growth, the EU adopted the General Data Protection 
Regulation in an effort to create a more uniform approach to data removal 
within the EU. 
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C. The General Data Protection Regulation (GDPR) 

The EU adopted the GDPR in April 2016 and substituted the Directive 
on May 25, 2018.42 The GDPR is binding in its entirety and applicable to all 
Member States.43 The regulation embraces “the new digital environment by 
giving individuals control over their personal data, and simplifying the 
regulatory environment for business.”44 It maintained all the protections from 
the Directive, including the right to erasure (right to be forgotten).45 It also 
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indication that the individual wishes “by a statement or by a clear affirmative 
action,” that the personal data relating to him or her is processed.54 

The GDPR extended the definition of personal data to include IP 
addresses, mobile device identifiers, geo-location, biometric data, 
psychological identity, gender identity, economic status, cultural identity, 
and social identity.55 The right to erasure (right to be forgotten) includes these 
new forms of personal data.56 Additionally, the GDPR requires companies to 
comply without undue delay.57 The expansion of the definition of personal 
data sought to enhance the protection of individual data. 

Regardless of the EU’s attempt to provide a comprehensive regulation, 
opponents of the GDPR argue that the regulation has ambiguous 
requirements and unclear rules which promote one-sided incentives.58 Critics 
also express that the GDPR inadequately protects free expression.59 The 
CJEU recently limited the de-referencing scope in a September 2019 case, 
holding that search engines need not de-reference links on all versions of 
their search engines. The case also repealed the Directive of 1995. 

D. CNIL v. Google 

On May 21, 2015, the President of the CNIL served formal notice on 
Google demanding that it apply all link removals from result lists to the 
search engine’s domain name extensions.60 That is, Google would have to 
remove the link corresponding to search engine versions outside of the EU. 
Compliance with the request would make removed links unavailable not only 
inside the EU, but worldwide. Google refused to comply with the formal 
notice, however.61 Google only removed the links from “the results displayed 
following searches conducted from the domain names corresponding to the 
versions of its search engine in the Member States.”62 CNIL also regarded 
Google’s geo-blocking as insufficient.63 Geo-blocking is a tool used to 
prevent internet users from a certain IP address from accessing a site if the 
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IP found that the internet user was located inside a Member State.64 CNIL 
imposed a penalty on Google of 100,000 euros for failure to comply with the 
formal notice.65 

The case reached the CJEU. CNIL argued that Google was not doing 
enough since the information could still be accessed outside the EU.66 Google 
argued that the right to de-referencing “does not necessarily require that the 
links at issue are to be removed, without geographical limitation, from all its 
search engines domain names.”67 Further, Google argued that by adopting 
such interpretation, “the CNIL disregarded the principles of courtesy and 
non-interference recogni[z]ed by public international law and 
disproportionally infringed the freedoms of expression, information, 
communication and the press guaranteed, in particular, by Article 11 of the 
Charter.”68 
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the EU are interpreting the law differently.74 Critics also say that policy is 
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article.89 The law that compels a company like Google to limit the type of 
content it shows in search results would not “pass muster in American courts 
… because it could be construed as a form of censorship.”90 Further, “in the 
U.S., free speech sort of trumps privacy.”91 Although, states like California 
can demand technology companies to delete data for minors.92 With countries 
like the United States favoring freedom of information, uniformity of the law 
and a procedure of notice may provide a better standard for applying the right 
to be forgotten worldwide. 

V. U!(1$#3("7.(!.",-.L)8.)!%.).P#$'-%&#-.",)".I!'0&%-4.N$"('- 

A. Uniformity in the Law 

A uniformity in the law should be developed if an individual in the EU 
requests that data be delisted from all versions of a search engine. If the right 
to be forgotten were to apply to all versions of a search engine and in turn 
essentially delete the data worldwide, then the requirement for deletion must 
be uniform. What do I mean by uniformity of the law? The standard and law 
that would require deletion inside and outside the EU should be the same. 
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that the processing of personal data relating to criminal convictions and 
offences must be carried out only under the control of an official authority or 
when authorized by Member State law. The GDPR leaves it up to the 
Member State law in regard to criminal convictions. Google has argued that 
people in other countries have the right to access the delisted information 
under their own national law.97 A uniformity between other countries and the 
Member State law allows for a consistent processing of personal data that is 
lawful. If every country has a different definition of what is lawful, the 
removal of links is inconsistent. An inconsistent framework cannot be 
compatible with worldwide removal of data because one country might deem 
the data to be in the public’s interest while another country might not. 

Article 6 of the GDPR notes a processing is lawful when it is necessary 
for compliance with a legal obligation to which the controller is subject.98 
Again, the GDPR does not have a uniform law defining what legal obligation 
the controller may be subject. The legal obligations vary from country to 
country, both inside and outside the EU. Many countries have already 
adopted similar privacy laws. Brazil modeled their privacy law after the 
GDPR that will go into effect on February 2020.99 Similarly, Japan, South 
Korea, Thailand, and Australia have also passed privacy laws similar to that 
of the GDPR.100 In the United States, California is the leading state among 
privacy laws that have some overlap to the GDPR.101 Uniformity of all the 
privacy laws and standards can provide a step closer to apply the right to be 
forgotten globally. 

B. California Law 

California passed a law in 2013 to protect the privacy of minors on the 
internet.102 The law gives minors a legally protected right to “permanently 
remove personally posted content from websites and siNs 0AC 
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California should push Congress “to pass a national scheme that implements 
similar online eraser provisions.”105 A national scheme would provide the 
uniformity needed to implement the right to be forgotten nationwide and then 
worldwide. Critics argue it should only apply to minors in the United 
States.106 I would argue that the privacy laws can be pushed further to cover 
minors and adults, and the national scheme would at least start a conversation 
on providing internet users comprehensive privacy laws that apply 
worldwide. 

Other proponents argue that the California law “has much more in 
common with GDPR than with other American privacy laws.”107 Pardau 
argues that, assuming technology companies have tremendous influence over 
the drafting of future privacy legislation, then the privacy regime “will be 
much more favorable to those tech companies than the European regime.”108 
Further, he argues that companies may benefit from federal legislation 
preempting state law because the costs for complying with the laws would 
be reduced.109 The same argument can be made for providing uniformity of 
privacy laws worldwide. 

Facebook’s CEO, Mark Zuckerberg, has already expressed this idea. He 
argues that “effective privacy and data protection needs a globally 
harmonized framework.”110 He also argues that governments and regulators 
need a more active role.111 He believes that “it would be good for the Internet 
if more countries adopted regulation such as GDPR as a common 
framework.”112 Zuckerberg also believes that a “common global framework 
– rather than regulation that varies significantly by country and state – will 
ensure that the Internet does not get fractured.”113 Although Americans often 
reject this idea as a violation of the First Amendment, proponents argue that 
“U.S. courts are increasingly predisposed to removing posted 
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information.”114 California has provided a framework that can be used 
nationally, and eventually consistently w
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requesting delisting must complete a web form which includes information 
such as country of origin, full legal name, identity verification, the personal 
information the individual wants removed, the reason for removal, and a 
sworn statement.131 The individual may also make a request on behalf of 
another person if that person provides proof that he or she is legally 
authorized to make such a request.132 

The search engine must comply “if the links in question are ‘inadequate, 
irrelevant, or no longer relevant or excessive,’” while “taking into account 
public interest factors including the individual’s role in public life.”133 
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URL’s from sites like Facebook, Twitter, YouTube, and Instagram.142 The 
pages are only delisted from results in response to queries related to an 
individual’s name.143 For example, if an article is delisted for “John Doe” and 
a person inside the EU searches “John Doe” that article will not appear in the 
search engine. The article would still appear if an individual searches “John 
Doe” outside the EU. 

Google has delisted URLs in categories involving a person’s crime 
history, wrongdoing and political and professional information. In one case, 
Google delisted three URLs of a former politician’s departure from politics 
in connection with a drug scandal because his home address was included. 
The URL may have had private information, but what if the politician returns 
to politics. Private companies are not equipped to make that decision on a 
global scale if there are no safeguards that include notice and a uniformity of 
law. 

Google has delisted two news articles that contained accusations against 
an individual for sexually abusing his child.144 Google delisted the two URLs 
because the individual had provided proof that he had been acquitted 
following a court proceeding.145  
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protected under Article 7(c) and (f) of the Directive.161 The GDPR removed 
the prior-notice obligations and now requires controllers “to maintain records 
of all processing activities.”162 The records are maintained so that Google can 
demonstrate that it has complied with the GDPR requirements.163 The records 
can also be made available upon request to a supervisory authority.164 Google 
has been given tremendous responsibility. It is currently processing all these 
requests itself. With a more uniform system, the role of Google may be 
facilitated because it may not need to look at each request case-by-case. 
Notice is also helpful because the third-party website may be able to remove 
the data themselves instead of Google. Last, the freedom of information and 
expression is preserved because the removal of data would only occur under 
certain circumstances, not just when Google thinks it is right. 

The CJEU has already forced a United States company to remove 
content worldwide. On September 26, 2019, the CJEU ordered Facebook to 
take down a plaintiff’s “posts, photographs, and videos not only in their own 
countries but elsewhere.”165 The Plaintiff in this case was a member of the 
National Council in Austria who sought to have a comment removed on 
Facebook that harmed her reputation. The CJEU held that Facebook “could 
be forced to remove a post globally by a national court in the European 
Union’s 28-member block if the content [is] determined to be defamatory or 
otherwise illegal.”166 The CJEU did not make its decision under the GDPR, 
but under Directive 2000/31/EC.167 Facebook in this context is not a 
controller but a host provider.168 

The CJEU held that the Directive on electronic commerce seeks to strike 
a balance “between the different interests at stake.”169 The court held that 
Facebook was not liable for the comments posted about the plaintiff but that 
it did not act “expeditiously to remove or to disable access to that 
information.”170 This case shows the differences in the countries within the 
Member States. French regulators have “tested the expansion of privacy laws 

 

 161. Id. 
 162. Regulation 2016/679, supra note 12, at 16. 
 163. Id. 
 164. Id. 
 165. Adam Satariano, Facebook Can be Forced to Delete Content Worldwide, E.U. Court 
Rules, N.Y. TIMES, Oct. 4, 2019, at B1 N. 
 166. Id. 
 167. Case C-



<HH. SOUTHWESTERN JOURNAL OF INTERNATIONAL LAW. @/ABC.55/((D<.

beyond the European Union. Germany has adopted strict laws to remove hate 
speech from social media platforms. Britain is considering new restrictions 
against ‘harmful’ internet content.”171 Critics also pointed out that the 
plaintiff in the Facebook case is a public figure and “there needs to be a 
greater scope for freedom of opinion and expression.”172 

The Facebook case, although narrowly crafted, is a prime example of 
how European laws can begin to affect the internet on a global scale. 
Currently, decisions are being made on a case-by-case basis and every new 
decision pushes the envelope. Using the Facebook case as an example, 
defamation means something different in every country. Yet, in this case, 
Facebook had to remove the information based on the definition of 


